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 The Great Complexity of the World Around Us 

 

 Building Context 

 

 The Scenario Method 

 

 Some Practical Examples 

 

 Selected References 
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Scenario k 
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Validation Results Assessment 

Scenario 1 Scenario k 







 Experts selection 

 Proper understanding 

 Noise reduction 

 Human subjectiveness 

 Software support necessity 

 Validation Difficulties 



 Proper threats identification is context 

dependable 

 

 Ranking is inevitable 

 

 Overlapping is difficult to surmount 
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 Techniques: 

 

 Morphological analysis; 

 

 System analysis; 

 

 Working environment: 

 

 MS Office/OpenOffice; 

 

 Intelligent Scenario Computer Interface Program (I-SCIP). 

 



 Complete task consideration; 

 

 Wide used for classification tasks; 

 

 Familiar to the security & social sciences. 









Possible combinations: 3 Х 4 Х 2 Х 2 Х 3 Х 5  = 720 





 Intuitive entity-relationship notation; 

 

 Details’ consideration; 

 

 Familiar to the military & scientific world. 
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after  Q optimization 



Directed Weighted Graph  G = (V,A) 
V1 

V2 Vn 

A1 

A2 

An 

A= {A1, A2,….,qi,…,An} with Q weights, where Q 

= {q1, q2,…qi,…,qn}, q   N, q   [1, 100]  

 

Z = (qi - )2 + ( pj  - )2,  

s.t. 0  < qi  , 0 <  pj   

i=1,…,n, j=1,…,m; ,  - desired position 

in the cluster set 

Minimize   Z 



x12 

x21 

x13 

x31 

x32 

x23 

Minimize the Objective Function Z: 

S.t. the following constraints: 

Solution: 

 

## The following warning was issued while 

solving: 

   necessary conditions met but sufficient 

conditions not satisfied 

Objective value: 0. 

 x12 = 50.  x13 = 0.  x21 = 50. x23 = 30. 

 x31 = 0.  x32 = 15. 

(x12 + x32 - 65)2 +(x21 + x23 - 80)2 

x12  [0, ) 

x13  [0, ) 

x21  [0, ) 

x23  [0, ) 

x31  [0, ) 

x32  [0, ) 

x21 + x31 50 

0  x21 +x31 

x12 + x13 50 

0  x12 +x13 

x13 + x23 50 

0  x13 +x23 

x31 + x32 50 

0  x31 +x32  



Oden, Moser & Ghattas, “Computer Predictions with Quantified Uncertainty”, SIAM NEWS, 

November 12, 2010. 



Example: ft  Lorenz system 

ft 

http://en.wikipedia.org/wiki/Lorenz_system








http://www.snfactor.com/


http://siteresources.worldbank.org/EXTTOPPSISOU/Resources/1424002-1185304794278/TIPs_Sourcebook_English.pdf




http://procon.bg/volume29 http://www.focusproject.eu/web/focus/home 
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http://www.syssec-project.eu/
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