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 Globalization; 

 

 Information Technologies; 

 

 Terrorism; 
 

 Nuclear Weapons & WMD Proliferation; 
 

 

 Key Environmental & Resource 

Constraints; 

 

 … 



  Language Barriers 
 

  Cultural Differences 
 

  Globalization 
 

  Societal Synergy 
 

  Information Technologies 
 

  … 
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Comprehensive Approach in 

NATO seeks to make 

improvements in five key 

areas of work: 

 

 Planning and conduction 

of  operations; 
 

 Lessons learned, training, 

education and exercises; 
 

 Enhancing cooperation 

with external actors; 
 

 Public messaging; 
 

 Stabilization and 

reconstruction. 



   The Umbrella MoU between Nation and NC3A is used to address Scope, Governance, 

Financing and other issues as a base for implementing projects through simple Technical 

Agreements, referring to the MoU. Cooperation agreements with Public research & Training 

Institutions are used to involve deeper Nations. And similar approach is envisioned with Industry 

Associations.  MoUs with other agencies are providing integrated support to the C4ISR systems 

life cycle. 
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NC3A as in previous cases could 

be bottom up and NATO to 

Nations and Organizations 

facilitator to achieve 

interoperability through support 

to capabilities development 

process. 

 

Matching the operational 

scenario with required 

interoperability solutions and 

later supporting them by existing 

and jointly developed expertise in 

NC3A is the goal of MN DSCA / 

CMI effort. 
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 Supports full lifecycle 

• From Concept Development & 
Experimentation to pre-deployment 
testing 

• From functional testing to CONOPS 
evaluation 

 

 Federation of NATO and national 
laboratories 

 

 NATO, government, 
industry and academia 

 

 Different security 
classifications 



 IT could be a successful key enabler for operationalization of 

Comprehensive Approach in CALD Communities and thus 

countering terrorism; 

 

 Both horizontal & vertical Integration is required for achieving 

complete synergy of the operationalization of Comprehensive 

Approach; 

 

 A possible solution for supporting the IT governance challenges 

in operationalization of Comprehensive Approach and countering 

terrorism is a distributed Network of Excellence on the bases of 

DNBL with Bulgarian participation. 

 




