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1 Executive Summary  

 

This document is the final report on web access for the whole duration of the SysSec 
project. The deliverable consists of three main chapters. In Chapter 2, we present all 
the public sections of the SysSec website and we provide web statistics such as the 
number of visits (sessions) and page views for each section, for each one of the four 
years of the project. Moreover, we provide a categorization for the documents hosted 
on the website and present statistics about the number of downloads they had 
throughout the duration of the project.  

In Chapter 3 we present web statistics for the website that was created for the 
promotion of the RedBook, our updated Roadmap in the area of Systems Security 
and the number of downloads of the RedBook.  

Finally, in Chapter 4, we present statistics about the social media channels that were 
established throughout the durat ion of the project.  
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2 SysSec Website  

The SysSec website launched in the first month of the project on September 23, 2010. 
The public sections of the website aim to: 

¶ provide information about the project and its goals.  

¶ make public the results produced by the project, such as papers, organized 
events, talks etc. 

¶ help interested parties to get in touch with the SysSec consortium and 
community.  

In this section we provide information about the role of each section, the visibility 
they had throughout the duration o f the project and finally we present statistics about 
the documents hosted by the website. 

 

2.1 Website Sections  

 

2.1.1 Home s ection  

The primary goal of the Home section is to provide a general overview of SysSec and 
its goals. Since this is the default landing page of the website, it also provides the 
latest news on the project. The Home section of the website can be seen in Figure 1. 

 
Figure 1 -SysSec Homepage 
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2.1.2  Partners s ection  

The Partners section (see Figure 2) provides information on the members of the 
SysSec consortium, aiming to get the visitor known to them and also to make their 
position evident as leaders in the systems security research in Europe. This is very 
important for the consortium of a Network of Excellence. For each partner a general 
organization overview is provided which is followed by details on their SysSec related 
activities. Next each partnerôs description their logo is displayed. 

 

 
Figure 2 - SysSec website Partners section 

 

 

2.1.3  Publications s ection  

The Publications section is used to make available to the public the documents 
published by SysSec. It contains a single page with a list of deliverables, whitepapers, 
journals and conference papers that have been funded by SysSec. 

The title of each paper is added to the page as soon as its acceptance notification is 
received. The download link is added later when the text of the paper has been 
finalized (camera ready version).  All documents in this section are associated with 
anchor links. When a visitor reaches the page from a link that contains an anchor, the 
corresponding document will be highlighted. This way of linking a publication is 
preferred because it is less obtrusive to the user than a direct link to the PDF 
(Portable Document Format) file, which in many configurations results in the 
document being loaded ñinsideò the browser and is considered a major distraction. It 
is also less beneficial to the dissemination of the project results because it does not let 
the user browse through the other SysSec publications. 
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2.1.4  Publicity s ection  

This section contains informatio n for the remaining dissemination actions of the 
consortium. Because these actions can be quite diverse, this section has been 
structured in two levels from the launch of the website.  

¶ Presentation page: details the talks, seminars and presentations made by the 
consortium to promote the project.  

¶ Media page: lists the references to the project found online and in traditional 
media. 

 

2.1.5  Events s ection  

 

The Events section (see Figure 3) was added in January 2011 to accommodate the 
Call for Papers for our 1st SysSec workshop and after that  to provide information  
about all public events, workshops and summer schools organized within SysSec. For 
each event we had created its own page under this section where more information is  
hosted (2nd SysSec workshop, 1st SysSec summer school, 2nd SysSec summer school).  
This section also hosts the webpages of DIMVA 2012 , EUROSEC 2012, EUROSEC 
2013, EUROSEC 2014 and EUROSEC 2015. One of our contributions was the design, 
hosting and support  of their websites. The websites are hosted under the main SysSec 
website, but use a different theme. 

 

 
Figure 3 - Webpages under Events section 

 

 

 

 

 

http://www.syssec-project.eu/events/1st-syssec-workshop/information/
http://www.syssec-project.eu/events/2nd-syssec-workshop/information/
http://www.syssec-project.eu/events/summer-school-2012/information/
http://www.syssec-project.eu/events/summer-school-2014/information/
http://www.syssec-project.eu/dimva-2012/
http://www.syssec-project.eu/eurosec-2012/
http://www.syssec-project.eu/eurosec-2013/
http://www.syssec-project.eu/eurosec-2013/
http://www.syssec-project.eu/eurosec-2014/
http://www.syssec-project.eu/eurosec-2015/
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Figure 4 - EUROSEC 2014 website was hosted under www.syssec-project.eu. 

 

2.1.6  Scholarships section  

This session was added to the SysSec website in late April 2011. It initially contained 
the call for scholarship proposals. Soon after, it was augmented with a FAQ list aimed 
to clarify potential misunderstandings on the application p rocess. Finally, in June 
2011, the call for Marie Curie postdoctoral fellowship proposals was added. With this 
call, we aimed to provide support to postdoctoral researchers returning from abroad 
in requesting funding.  

 

2.1.7  News section  

During the 1st SysSec workshop, we were contacted about job offers in organizations 
which could be of interest to the wider systems security community in Europe. To 
promote such job openings and encourage the mobility of systems security experts 
within Europe, we created the News section in our website (see Figure 5). In general, 
this section worked as complementary to the existing Twitter -based SysSec news 
feed. The latter is better suited for pushing short announcements rather than verbose 
posts.  
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Figure 5 - News section of SysSec website 

 

2.1.8  Community section  

The Community section was added late in August 2012, in order to host information 
about the SysSec Associate Members. Initially, it contained the form for applying to 
be a member and the list of accepted associate members. Then we added a page 
presenting the benefits of being a SysSec Associate Member. Additionally, we have a 
world map showing in  which countries we have associate members (see Figure 6). In 
order to stress our focus on strengthening the Systems Security community in 
Europe, the default map view shows Europe. A world map view is also available by 
clicking the  respective link. 
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Figure 6 - Map of SysSec associate members 
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2.2  Visitors & Trends  

 

2.2.1  First Reporting Period  

 

The visits to the SysSec website per month  during the first year of the project can be 
seen in Figure 7. We can see that a total of 9,207 visits  were recorded in this period. 
This means that we had an approximate of more than 25 visits per day .  

 

 

 
Figure 7 - First year visits to the SysSec website 

 

It is important to notice that important events in our dissemination activities: the 
public website announcement, the promotion and organization of the 1st SysSec 
workshop and other announcements (e.g. about the SysSec scholarships) helped to 
increase the rate of visits. 

The pages viewed by the visitors of our website for the first year of the project appear 
in Figure 8. Naturally enough, the front page of the website and the 1st SysSec 
workshop dominate the page views. It also seems that there was a considerable 
interest in our Publications and Presentations section. The grey slice in the pie 
represents the percentage of pages other than those in the top ten list.  

Finally, we can see that there was already some interest on the SysSec scholarship 
scheme.  
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Figure 8 - Unique page views of the website content the first year  
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2.2.2  Second Reporting Period  

 

The number of visits to the SysSec website of the second year and a comparison of the 
visits between the first and the second year of the project can be seen in Figure 9. We 
can see that a total of 11,500 visits  were recorded during the second year of the 
project, which is an increase of 25% compared to the first year. This means that we 
had an approximate of more than 30 visits per day . More important, there was a 
58.69% increase in the unique visitors  as well as a significant increase in the 
average time the visitors spent on the website. 

 

 

A comparison of the unique website page views during the first two y ears of SysSec 
appears in Figure 10. In both years the front page of the website had the most views. 
Naturally enough, the Publications and Presentations sections followed. These pages 
were the most frequently updated, so it was expected to rank high in views. There was 
also an increased interest for the SysSec scholarship scheme, which we had started 
promoting in the final quarter of the first year of SysSec.  

     

 

 

 

 

 

Figure 9 - Second year visits to the SysSec website 
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Figure 10 - Comparison of the unique website page views during the first two years  
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2.2.3  Third Reporting Period  

 

During the third year of the project, we received a total of 11,635 visits  to our 
website. This represents an increase compared to the second year. The number of 
unique visitors were also  increased by 7.34 %. A comparison of the website 
visitors during the second and third year can be seen in Figure 11.  

 

 

 

 

 

Figure 11 - Website visitors during the third year  

In Figure 12 we can see the number of unique page views on the website the third  
year.  
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2.2.4  Fourth Repor ting Period  

 

During the fourth year of the project and the three months of the project extension, 
we received a total of 12,362  visits  to our website (see Figure 12).  

 
Figure 13 - Fourth  year visits to the SysSec website 

 

Unique website page views during the fourth year  of SysSec appears in Figure 14. We 
had an increase of 1 2% at unique page views  compared to the previous period 
(Sep 1, 2012 ï Dec 1, 2013.  

 
Figure 14 - Unique page views of the website content the fourth year  

 

 

 

Figure 12 - Unique page views of the website content the third  year  
























