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<table>
<thead>
<tr>
<th>Technology/Dimension</th>
<th>Civil society</th>
<th>Banks &amp; finances</th>
<th>State governance</th>
<th>Critical Infrastructure</th>
<th>Emerging technologies</th>
<th>Education</th>
</tr>
</thead>
<tbody>
<tr>
<td>Web 1.0</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Web 2.0 / Web 3.0</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Web 4.0</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Web 5.0</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>
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~150 participants

Social media trends 2012
Smart Devices Cyberthreats Survey 2013

Technologies

- Smartphone: 24%
- Tablet: 23%
- Laptop: 10%
- Smart TV: 19%
- Robot companions: 6%
- Home automation systems: 4%
- Gaming Consoles: 2%
- Other: 2%

Activities

- Entertainment: 23%
- Household support: 13%
- Everyday work: 41%
- Communications: 23%

Data

- Documents: 45%
- Multimedia: 24%
- Text messages: 26%
- Other: 5%

~ 250 participants
# Smart Homes Cyberthreats Classification 2013

<table>
<thead>
<tr>
<th>Smart Home Services</th>
<th>Possible Threats</th>
<th>Critical Attack Points</th>
<th>Possible Consequences from the Attack</th>
</tr>
</thead>
<tbody>
<tr>
<td>Health Care</td>
<td>DO NOT TAKE MEDICINE, PACEMAKER MALFUNCTIONING, ETC.</td>
<td>SENSORS, VIDEO SURVEILLANCE, COMMUNICATION SYSTEM, INTEGRATING SYSTEM, EXTERNAL COMMUNICATIONS</td>
<td>CRITICAL</td>
</tr>
<tr>
<td>Care for Children or People with Disabilities</td>
<td>REQUIRES ATTENTION</td>
<td>SENSORS, VIDEO SURVEILLANCE, COMMUNICATION SYSTEM, INTEGRATING SYSTEM, EXTERNAL COMMUNICATIONS</td>
<td>CRITICAL</td>
</tr>
<tr>
<td>Security and Safety</td>
<td>INTRUSION</td>
<td>SENSORS, VIDEO SURVEILLANCE, COMMUNICATION SYSTEM, INTEGRATING SYSTEM, EXTERNAL COMMUNICATIONS</td>
<td>CRITICAL</td>
</tr>
<tr>
<td>Care for Children or People with Disabilities</td>
<td>REQUIRES ATTENTION</td>
<td>SENSORS, VIDEO SURVEILLANCE, COMMUNICATION SYSTEM, INTEGRATING SYSTEM, EXTERNAL COMMUNICATIONS</td>
<td>CRITICAL</td>
</tr>
<tr>
<td>Home Environment</td>
<td>FIRE, FLOODING, GAS LEAKAGE</td>
<td>SENSORS, VIDEO SURVEILLANCE, COMMUNICATION SYSTEM, INTEGRATING SYSTEM, EXTERNAL COMMUNICATIONS</td>
<td>CRITICAL</td>
</tr>
<tr>
<td>Smart Home Appliance</td>
<td>DOES NOT TURN OFF, TURNS ON/OFF AT WRONG TIME</td>
<td>SENSORS, VIDEO SURVEILLANCE, COMMUNICATION SYSTEM, INTEGRATING SYSTEM</td>
<td>NON-CRITICAL, BUT DANGEROUS</td>
</tr>
<tr>
<td>Privacy</td>
<td>VIOLATION OF PRIVACY, DATA GATHERING</td>
<td>VIDEO SURVEILLANCE, COMMUNICATION SYSTEM, INTEGRATING SYSTEM, EXTERNAL COMMUNICATIONS</td>
<td>NON-CRITICAL BUT DANGEROUS</td>
</tr>
<tr>
<td>Entertainment and Pleasure</td>
<td>MALFUNCTIONING OF THE PLEASURE, COMFORT AND ENTERTAINMENT SYSTEMS</td>
<td>SENSORS, COMMUNICATION SYSTEM, INTEGRATING SYSTEM</td>
<td>NON-CRITICAL</td>
</tr>
</tbody>
</table>
**Morphological Analysis**

1620 scenario combinations
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<table>
<thead>
<tr>
<th>Devices</th>
<th>Activities</th>
<th>Communication Medium</th>
<th>Environment Characteristics</th>
<th>Human Factor Characteristics</th>
</tr>
</thead>
<tbody>
<tr>
<td>Mobile Smart Devices</td>
<td>Entertainment</td>
<td>Cable Networks</td>
<td>Physical</td>
<td>Bioelectrics</td>
</tr>
<tr>
<td>Home Entertainment Systems</td>
<td>Communication</td>
<td>Wireless Networks</td>
<td>Structural</td>
<td>Spacial</td>
</tr>
<tr>
<td>Home Automation Systems</td>
<td>Everyday Work</td>
<td>Social Networks</td>
<td>Functional</td>
<td>Sensual</td>
</tr>
<tr>
<td>Household Support</td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

**Scenario**
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RESULTING CLASSIFICATION
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<table>
<thead>
<tr>
<th>Object</th>
<th>Description</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>Communication: Medium: 80, 20, 60</td>
</tr>
<tr>
<td>2</td>
<td>Human Factor: 70, 65, 5</td>
</tr>
<tr>
<td>3</td>
<td>Activities: 30, 65, 35</td>
</tr>
<tr>
<td>4</td>
<td>Environment: 30, 25, 5</td>
</tr>
<tr>
<td>5</td>
<td>Devices: 20, 55, 35</td>
</tr>
</tbody>
</table>
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**Discussion**

**Studying today’s fast progressing digital world is a complex task. The present communication and living environment in the Web 2.0/Web 3.0 era are just opening an incredibly huge field for different ICT applications. These however are generating a number of cyber threats for their users. The present methodological study based on interactive training of cyber threats nature and human factor response, showed useful support to further improvements in the digital world security evolution.**
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