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RECENT ACTIVITIES OF UN ON TERRORIST
@) UNODC ACTS & GLOBAL CRIMES

United Nations Office on Drugs and Crime
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UNODC Brings Victims and Criminal Connections to the Fore of the Fight against Terrorism

VIEMMA, 16 March (UN Information Service) - The Executive Director of the United Mations Office on Drugs and Crime (UNODC) Yury Fedotov today
called for increased cooperation and a stepping up of efforts in fighting the twinned threats of crime and terrorism.

Speaking at an international meeting to look into the growing connections between terrorist acts and global crime, Mr. Fedotov pointed out that criminal
profits are increasingly finding their way to support terrorist acts: "Today, the criminal market spans the planet, and in many instances criminal profits
support terrorist groups. Globalization has turned out to be a double-edged sword. Open borders, open markets, and increased ease of travel and
communication have benefited both terrorists and criminals. Thanks to advances in technology, communication, finance and transport, loose networks of
terrorists and organized criminal groups that operate internationally can easily link with each other. By pooling their resources and expertise, they can
significantly increase their capacity to do harm."

The Executive Director's comments come at the opening of the UNODC-organized Terrorism Symposium in Vienna. Attended by more than 250
representatives from nearly 90 countries, the event comes on the back of the ever-evolving modus operandi of terrorists, and their increasing presence
in the world of criminality. Drug trafficking, transnational organized crime, the movement of illicit firearms and money laundering have become integral
parts of terrorism.

While these criminal components in many cases sustain terrorist groups, they present increased threats and challenges to global security on a number
of levels. In Afghanistan, the Taliban's terrorist efforts are boosted through the production of opium - a key cash source; similarly, the Revolutionary
Armed Forces of Columbia - FARC - are able to carry on operating through the cultivation and trafficking of cocaine and kidnapping for ransom.

With criminals and terrorists alike exploiting regions and countries weakened by poverty, war and corruption, many already perilous situations are
worsening. Acts of terrorist violence endanger the physical security of individuals and communities, sowing fear and panic, and having a devastating
impact on economic activities.

A sometimes overlooked aspect in the fight against terrorism is that of the victims. With criminality and terrorism increasingly working in tandem, it is
ultimately victims who pay the price.

Representing a network of individuals affected by terrorism, the Symposium was addressed by Carie Lemack, director and co-founder of a survivor-
focused NGO, the Global Survivors Metwork: "The victims of terrorism are so often just seen as figures - numbers which get lost as data. We want to
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A HISTORY OF CYBER CRIME AND WARFARE
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Smart Defence

Fukblished on March 18, 2011 by Mark Lowe - No Comments
NATO nations deepen
cooperation on intelligence,
surveillance and

reconnaissance

In the spint of "smart defence”, nine
Mations have launched at the end of
February a five-year project that will
significantly boost the Alliance’s ability to
tackle new challenges such as piracy by
rapidly sharing imagery and other
information from intelligence, surveillance
and reconnaissance assets.

Under the agreement, technology that is

currently being successfully used in Afghanistan will be further developed and applied in a
wider context. This will make it easier and faster for Nations to share imagery from high-priced
assets, such as Unmanned Aenal Vehicles, surveillance aircraft and other such assets, as and
when necessary. 'These assets — and their deployment — are very expensive,” said Lieutenant
Colonel Arle Brustad of Norway, Chairman of the nine-Nation project team. "By rapidly sharing
imagery, we can avoid having multiple assets deployed in the same focation, cover a significantly
larger area, or cover a specific area for a fonger period. In effect, what we get is more intelligence
for our Euro.”
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SOME ACADEMIC ACTIVITIES
A EUROPEAN NETWORK OF EXCELLENCE IN MANAGING
THREATS AND VULNERABILITIES IN THE FUTURE INTERNET:
EUROPE FOR THE WORLD, EU FP7

SYSSEC 2010 -2014

http://www.syssec-project.eu

... Instead of reactively chasing after attackers,

we should start working proactively and think
about emerging threats and vulnerabilities...
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SOME RESULTS & EVENTS

1st SysSec Workshop
July 6th, 2011 - Amsterdam,
The Netherlands



http://www.future-internet.eu/home/future-internet-assembly.html

Thank you for the attention!



