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MODERN SOCIAL NETWORKS COMPLEXITY

METHODODOLOGICAL FRAMEWORK
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Interactive agent based simulation with environment & users monitoring
250 studied users’ selected results

**Most Used Social Networks via Smart Devices:**
- Facebook: 90%
- LinkedIn: 30%
- Google+: 20%
- YouTube: 15%

**Type of Information Exchanged via Smart Devices:**
- Documents: 10%
- Multimedia: 20%
- Text Messages: 70%
- Other: 5%

**Activities for Using Smart Devices:**
- Entertainment: 30%
- Household Support: 20%
- Everyday Work: 10%
- Communications: 90%
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**Contextualization**

- **Scenario 1**
  - Driving Factors 1

- **Scenario 2**
  - Driving Factors 2
  - Driving Factors k

- **Scenario 3**
  - Driving Factors 3
  - Driving Factors k
**Plausible Scenarios Set**

*Morphological Analysis*

<table>
<thead>
<tr>
<th>Users</th>
<th>Goods/Networks</th>
<th>Hardware Technologies</th>
<th>Communications</th>
<th>Software Platforms</th>
<th>Web standards</th>
<th>Activities</th>
</tr>
</thead>
<tbody>
<tr>
<td>Students</td>
<td>Students</td>
<td>Popular Mobile</td>
<td>Devices</td>
<td>Wireless</td>
<td>Mobile OS</td>
<td>Web 3.0</td>
</tr>
<tr>
<td>Workers</td>
<td>Designer</td>
<td>Planning</td>
<td>Office</td>
<td>Meetings</td>
<td>Travel</td>
<td>Training</td>
</tr>
<tr>
<td>Other</td>
<td>Professional</td>
<td>Consulting</td>
<td>Law</td>
<td>Engineering</td>
<td>Research</td>
<td>Development</td>
</tr>
</tbody>
</table>

*N = 2016 scenario combinations*

**Experimental Monitoring**

**Validation**

**Quantitative Assessment**
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